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INTRODUCTION

Surveillance, a core function of public health, is defined as “ongoing, systematic collection, analysis, and interpretation of health data essential to the planning, implementation, and evaluation of public health practice, closely integrated with the timely dissemination of these data to those who need to know.” In the context of a session that addresses how data and information can and should inform public health policy and practice, this discussion of surveillance calls attention to the disclosure and use of personal health information. In particular, public health surveillance programs require a careful balance between the development of statistical and epidemiological data and knowledge that are essential to achieving population health goals and the protection of individuals’ privacy and confidentiality rights.

* Professor of Health Services Administration and Population Health, Georgetown University School of Nursing & Health Studies. © 2008, Michael A. Stoto.

Public health surveillance, as it is usually defined, includes two very different activities. Case surveillance focuses on individuals, or sometimes small groups of individuals, and serves to identify those with certain diseases and takes action to stop disease spread beyond these identified individuals. Historically, case surveillance has been used for communicable diseases capable of causing great harm to the entire population if allowed to spread. The loss of privacy involved with this type of surveillance has been justified in terms of disease averted. In contrast, statistical surveillance uses populations to identify differentials and trends that can inform public health policymaking, including the allocation of resources. Individuals need not be identified for the surveillance to serve its purpose, so data can be gathered either anonymously or with promises of confidentiality, thus not violating privacy rights. Both surveillance approaches have roots going back centuries, but it was not until 1963 that Alexander Langmuir of the Communicable Disease Center (now the Centers for Disease Control and Prevention, or CDC) combined them in his classic definition of public health surveillance, the basis for the CDC’s definition quoted above.

Case surveillance and statistical surveillance have different goals and objectives, data sources, and methods. Over time, each approach has resolved the tradeoffs between population benefits and individuals’ privacy and confidentiality rights in its own way. In recent years, however, new surveillance programs have been developed that combine, and sometimes confuse, the case and statistical approaches. Individual HIV case reporting, for instance, is advocated as a means of estimating the relative number of cases in different parts of the country in an effort to allocate federal resources. In some parts of the country, individually identified hospital emergency room records are transmitted to health departments, which use them in statistical analyses to detect disease outbreaks and covert bioterrorist attacks. Furthermore, individual case reports are increasingly utilized to monitor obesity, diabetes, and other non-communicable diseases.

---


4. See Kenneth D. Mandl et al., *Implementing Syndromic Surveillance: A Practical Guide Informed by the Early Experience*, 11 J. AM. MED. INFORMATICS ASS’N 141, 143–44 (2004) (“Real-time data streams from . . . emergency department encounters have been established successfully in a number of regions.”); Michael A. Stoto, *Syndromic Surveillance*, ISSUES SCI. & TECH., Spring 2005, at 50 (“This theory [of syndromic surveillance] was turned into a reality when some health departments . . . began to monitor hospital ER admissions and other data streams.”).

Novel approaches to disease surveillance that combine the objectives and approaches of case and statistical surveillance demand a reevaluation of the balance between preserving individuals’ rights and the need for effective public health tools. To address these issues, this Essay begins by reviewing the history of public health surveillance to understand the tradeoffs that have been made in the past. The Essay then analyzes the three examples above to illustrate the issues involved and the new tradeoffs that must be addressed. Drawing on these analyses, the final Part proposes some considerations that can help public health find an appropriate balance between population benefits of surveillance and the protection of individuals’ privacy and confidentiality rights.

I. HISTORY OF PUBLIC HEALTH SURVEILLANCE

The case surveillance approach is fundamental to public health as it uses the police power of the state to control communicable diseases. This approach was used in the Republic of Venice during the fourteenth century, for example, when authorities boarded ships to identify persons with symptoms of bubonic plague and prevent them from disembarking. Similarly, in 1741, Rhode Island required tavern keepers to report patrons with contagious disease, including smallpox, yellow fever, and cholera, to local authorities. A postcard reporting format was developed in Massachusetts in 1874, with the resulting information compiled into weekly reports. In 1878, Congress authorized the forerunner of the United States Public Health Service to collect morbidity data for use in quarantine measures against “pestilential diseases” such as cholera, smallpox, plague, and yellow fever. Compulsory reporting of infectious diseases began on a national basis in Italy in 1881, and in other European countries shortly afterwards. At the global level, the World Health Organization (WHO) modified the International Health Regulations in 2005 to require that all countries notify the WHO of all events “which may constitute a public health emergency of international concern.” These regulations also require that countries have the core surveillance and response capacities needed to fulfill the international reporting requirements.

All of these aforementioned surveillance programs focused on identifying
individuals with infectious diseases and taking action amongst the identified individuals to control disease outbreaks. Smallpox, for example, was eradicated in the 1970s using a surveillance-based approach after earlier efforts to immunize nearly 100% of the population failed because of logistical difficulties. The successful “ring strategy” that led to the success of the smallpox eradication campaign relied on intensive surveillance to identify cases, isolate all known cases, and immunize individuals who may have come in contact with cases. Control strategies traditionally include monitoring, contact tracing, treatment, and quarantine—indeed, before the development and widespread availability of antibiotics and vaccines in the twentieth century, this is most of what public health and medicine could do. Even after the advent of antibiotics, contact tracing helped to quell re-emerging tuberculosis (TB) in the United States in the 1990s and is still a common and effective public health tool.

Although these days there are few cases of “pestilential diseases,” the need for quick action to prevent the spread of infectious diseases remains. One of the main goals of surveillance for diseases such as TB and sexually transmitted diseases (STDs) is to identify infectious individuals before they infect others, thus preventing an exponentially growing epidemic. Case surveillance has received additional prominence with the increasing interest in emerging infections and, since the attacks of September 11, 2001, in bioterrorism. Indeed, case surveillance was a critical tool in controlling SARS in 2003.

However, despite its successes, case surveillance may be causing more harm than benefit in some cases. For instance, screening before and during pregnancy and after birth for phenylketonuria, sickle cell disease, neural tube defects, substance abuse, and HIV-infection has been especially problematic. The screening methods may be reliable, but effective, acceptable, or affordable means of following up on identified cases are not widely available. Especially

14. See, e.g., Ian Glynn & Jennifer Glynn, The Life and Death of Smallpox 200–01 (2004) (crediting the successful eradication of smallpox to the combination of vaccination and “surveillance-containment,” also known as “ring strategy”).
15. See id. at 201.
18. See Mandl et al., supra note 4, at 142.
21. See id.
when dealing with vulnerable populations, the stigma and discrimination often associated with being identified as having one of these conditions can overwhelm any potential benefit of the surveillance.\textsuperscript{22} Furthermore, whether case finding can control disease outbreaks depends on the epidemiological dynamics of the condition—for example, whether cases are infectious before they become symptomatic, as with influenza, or afterwards, as with SARS—and the length of latency period.\textsuperscript{23} For many diseases, case surveillance is simply not an effective strategy.

Over the course of the twentieth century, the primary cause of death shifted from infectious to chronic diseases; as a result the focus of surveillance shifted to populations rather than individuals.\textsuperscript{24} Monitoring populations required statistical analysis of data from birth and death certificates, as well as health surveys based on scientifically chosen sample surveys, such as the National Health Interview Survey (NHIS)\textsuperscript{25} and Behavioral Risk Factor Surveillance System (BRFSS).\textsuperscript{26}

Registries are another source of data for statistical surveillance programs. The National Cancer Institute (NCI) Surveillance, Epidemiology, and End Results (SEER) system, which operates fifteen population-based cancer registries covering approximately 26\% of the U.S. population, uses active surveillance methods to record all incident cases of cancer as well as their treatments and outcomes.\textsuperscript{27} As a result, NCI is able to estimate cancer incidence and survival rates,\textsuperscript{28} something that is not possible for most chronic diseases.

Surveillance of occupational morbidity and mortality—developed in concert with new regulations on workplace safety regulation—and injury surveillance became more common in the 1990s as public health turned its attention to intentional and unintentional violence.\textsuperscript{29} A growing focus on health care quality in the early twenty-first century and attendant concerns about medical errors and iatrogenic injuries in recent years have led to intensified surveillance efforts, along with post-marketing surveillance for adverse effects of drugs and vaccines.\textsuperscript{30}

\begin{thebibliography}{9}
\bibitem{22} See \textit{id.} at 34–35.
\bibitem{24} See \textit{Stoto, supra} note 6, at 5–6.
\bibitem{25} For more information, see National Health Interview Survey, http://www.cdc.gov/nchs/nhis.htm (last visited Aug. 23, 2007).
\bibitem{26} For more information, see BRFSS: Turning Information into Health, http://www.cdc.gov/brfss (last visited Aug. 23, 2007).
\bibitem{28} See \textit{id.} at 7.
\bibitem{29} See, e.g., \textit{Inst. of Med., Reducing the Burden of Injury: Advancing Prevention and Treatment} 23, 64–71 (Richard J. Bonnie et al. eds., 1999) (identifying injury as an important public health problem and outlining the major injury surveillance systems).
\bibitem{30} See \textit{Inst. of Med., The Future of Drug Safety: Promoting and Protecting the Health of the Public} 114–15 (Alina Baciu et al. eds., 2007) (recommending that the FDA “develop and implement
II. NEW APPROACHES TO DISEASE SURVEILLANCE THAT DEMAND A REEVALUATION OF THE BALANCE BETWEEN PROTECTING INDIVIDUALS’ RIGHTS AND MAINTAINING THE EFFECTIVENESS OF DISEASE CONTROL PROGRAMS

When case-based surveillance was established as a public health function, the inherent loss of privacy was easily justified in terms of the benefits to those identified and, especially, the population at large. And for statistical approaches to surveillance, individuals’ privacy was protected by releasing only aggregate numbers such as averages or proportions, as well as by suppressing small cells—that is, table entries representing fewer than five individuals. Three recent examples, however, have combined both individual and statistical approaches, upsetting the careful balance between the usefulness of the statistical and epidemiological information and the importance of individuals’ privacy and confidentiality rights. To understand the new tradeoffs that must be addressed, it is important to clarify the issues involved in these three examples.

A. HIV REPORTING: A CASE-BASED APPROACH WITH A STATISTICAL PURPOSE

Although it is a communicable disease, AIDS cannot easily be controlled by reporting individuals with HIV infection to health departments. By the time the infection becomes apparent, years may have passed in which the individual has already infected many others. Rather, the primary reason for requiring HIV case reporting is statistical, specifically to prepare estimates of the prevalence of the condition to guide the allocation of federal resources. This example raises two issues. The first issue is whether the loss of privacy involved in reporting someone who has HIV infection to public health authorities is justified by the public health benefits. The second issue is whether the statistical estimates derived from this surveillance system are accurate, and thus effective in achieving public health goals. If not, the justification for the loss of individual privacy is further undermined.

Since the beginning of the HIV/AIDS epidemic, surveillance efforts have been critical in determining the number and characteristics of individuals diagnosed with AIDS. The current AIDS national surveillance system was


32. Much of this Part originally appeared in Stoto, supra note 6, at 21–25.


implemented prior to the identification of HIV as the etiologic agent of AIDS and the development of an antibody test to determine HIV infection. Each state requires that all patients diagnosed with AIDS be reported by name to their local, state, or territorial health department. These reports are then forwarded (without names but with unique identifiers) to the CDC, where a national surveillance database is updated and analyzed, providing uniform data on trends and distribution of individuals diagnosed with AIDS. Standard records for each case include information on age at diagnosis, sex, race and ethnicity, state of residence (and metropolitan area, if relevant), mode of exposure to HIV, month of AIDS diagnosis, date reported, and other information. Statistical analysis of these surveillance data established, for instance, that HIV was transmitted sexually and through blood products and identified a series of risk factors (homosexual sex, multiple partners, intravenous drug use, and so on) that were useful in developing early prevention strategies.

The AIDS surveillance system evolved over time by changing its case definition to reflect the growing clinical understanding of the disease and the availability of appropriate clinical diagnostic tests while maintaining its focus on AIDS rather than the underlying HIV infection. The basic reporting responsibilities and procedures, however, remain unchanged. And until the development of potent antiretroviral therapies in the 1990s, AIDS case reporting, although imperfect, provided a relatively accurate picture of trends in HIV infection, especially relative prevalence of HIV in groups defined by geography, race and ethnicity, and primary mode of infection. Estimates of HIV incidence and prevalence were made by statistical techniques such as calculating backward from reported AIDS cases according to well-established patterns of disease progression. Since the 1990s, however, developments in therapy for HIV and AIDS have decoupled HIV infection and its progression to AIDS. As a result, the timing of the progression from HIV infection to AIDS and from AIDS to death is increasingly difficult to predict, making HIV incidence and prevalence estimates based on AIDS cases much less accurate, and AIDS case reports are no longer adequate to monitor trends in new HIV infections.

HIV case surveillance—not to be confused with AIDS case surveillance—

35. See id. at 1162–63 (examining the history of HIV/AIDS surveillance).
36. See id. at 1163.
37. Id.
38. Id.
41. See id.
43. See CDC, Guidelines, supra note 40, at 1–2.
44. See id.
started in some states in the 1980s for contact tracing and to link people to care. This approach was not common at that time, however, since no effective treatment was available and also due to the difficulties with protecting the privacy and confidentiality of those with HIV. In response to concerns about the limitations of the current AIDS surveillance system in providing accurate information about trends in the HIV epidemic, CDC now recommends that all states and territories extend their AIDS surveillance activities to include case reporting of HIV infection. As of February 2007, forty-seven states, the District of Columbia, and five U.S. dependent areas had implemented HIV case surveillance using the same confidential system for name-based case reporting currently used for AIDS cases.

HIV case reporting is said to have a number of benefits relative to AIDS case reporting. In its official guidance on HIV surveillance, the CDC maintains that HIV case reporting will produce “a more realistic and useful estimate of the resources needed for patient care and services than does AIDS prevalence alone.” Accounts of HIV case reporting in the popular press sometimes suggest that such a system will identify a larger number of infected individuals, and thus lead to greater federal funding for states who adopt such a system. The possibility that federal treatment funds might be allocated according to the number of individuals living with HIV rather than AIDS was brought to attention during Congressional debate about the Ryan White Care Act reauthorization in 2000, leading to great concern in areas such as San Francisco with “mature” epidemics.

Data from existing HIV case reporting systems, however, are incomplete in several important ways. In contrast to the AIDS case reporting system, which is relatively complete, the HIV reporting system collects data only from persons who choose to be tested and who do so at a non-anonymous testing site (i.e., where the HIV test result is linked with identifying information, including patient and provider names). Thus, HIV case reporting data exclude individuals who are infected but have not been tested as well as those who utilize anonymous testing sites or home collection test kits. Because of this selectivity, HIV case reporting by name is unrepresentative of the larger population of infected persons. Further, because reported HIV cases could represent infections that are anywhere from a few weeks to a few years old, the data would reflect the time that individuals chose to be tested rather than when the individual became infected. As a result, HIV case reporting data provide only partial information about HIV prevalence, rather than information about HIV incidence, that is, new HIV infections.

45. See CDC, Guidelines, supra note 40, at 3.
47. See INST. OF MED., supra note 3, at 8–9.
48. INST. OF MED., NO TIME TO LOSE: GETTING MORE FROM HIV PREVENTION 17–18 (Monica S. Ruiz et al. eds., 2001); see also Mira Johri et al., New Approaches to HIV Surveillance: Means and Ends: A
In its report *No Time To Lose*, the Institute of Medicine concluded that a new surveillance system focused on HIV incidence is needed in order to more effectively guide HIV prevention planning, resource allocation, and evaluation decisions at the national, state, and local levels. To the extent possible, the system would provide estimates at the state and local level and for the population groups at highest risk for HIV infection.\(^49\)

In particular, the Institute recommended that CDC create a surveillance system that can provide national population-based estimates of HIV incidence. The recommended surveillance system would estimate new HIV infections using blinded [blood samples collected for other purposes from] well-characterized sentinel populations (e.g., drug users in treatment, people attending sexually transmitted disease clinics and tuberculosis clinics, clinics serving women of reproductive age), surveys that characterize the populations served by those sites, and advanced testing technologies that are able to identify recent HIV infections.\(^50\)

In conclusion, the value of the additional information that reporting individually identified HIV cases might provide either for the individual or in terms of more accurate statistical data or funding allocations is less than some would anticipate. In this context, the loss of privacy and confidentiality in reporting individual HIV cases to health departments may not be justified.

B. SYNDROMIC SURVEILLANCE: COLLECTING INDIVIDUAL-LEVEL DATA TO DETECT DISEASE OUTBREAKS\(^51\)

Heightened awareness of the risks of bioterrorism since the September 11th attacks, coupled with a growing concern about naturally emerging and reemerging diseases such as West Nile, SARS, and pandemic influenza, have led public health policymakers to realize the need for early warning systems. The sooner health officials know about an attack or a natural disease outbreak, for instance, the sooner that they can treat those who have already been exposed to the pathogen to minimize the health consequences, vaccinate some or all of the population to prevent further infection, and identify and isolate cases to prevent...
further transmission. Responding to this need, many health departments have developed “syndromic surveillance” systems, in which individually identified hospital emergency room records are analyzed statistically to detect possible disease outbreaks and covert bioterrorist attacks.

Syndromic surveillance, however, requires public health agencies to acquire large amounts of routine, individually identified health data before there is any indication of a disease outbreak. If an outbreak were known to be occurring there would be no argument about the need for these data, but most of the time, of course, there is no outbreak. The problem is that the legal structures that balance public health requirements with the protection of privacy and confidentiality do not contemplate surveillance systems that can be justified only in retrospect, that is, if they detect an outbreak. To understand the tradeoffs, it is important to consider both the likely efficacy of syndromic surveillance and the privacy and confidentiality risks involved.

Traditional public health surveillance programs monitor disease using pre-specified case definitions and employ manual data collection, human decision making, and manual data entry. In contrast, current electronic surveillance systems employ sophisticated information technology and statistical methods to gather and process large amounts of data and display the information for decision makers in a timely way. For instance, syndromic surveillance systems assume that during an attack or a disease outbreak, people will first develop symptoms, then stay home from work or school, attempt to self-treat with over-the-counter (OTC) products, and eventually see a physician with nonspecific symptoms, all days before they are formally diagnosed and reported to the health department. To identify such behaviors, syndromic surveillance systems regularly monitor existing data for sudden changes or anomalies that might signal a disease outbreak. Syndromic surveillance systems have been developed to include data on school and work absenteeism, sales of OTC products, calls to nurse hotlines, and counts of hospital emergency room (ER) admissions or reports from primary physicians for certain symptoms or complaints.

The possibility “of earlier detection and more rapid response to a bioterrorist event has tremendous intuitive appeal,” but there are practical concerns about the use of these systems in state and local public health practice. In statistical terms there is a relatively narrow window between what can be detected in the first few days and what is obvious. As a result, the statistical value of

52. See James W. Buehler et al., Syndromic Surveillance and Bioterrorism-Related Epidemics, 9 Emerging Infectious Diseases 1197, 1197–98 (2003).
53. Id.
54. See supra Part I.
55. See Mandl et al., supra note 4, at 143.
56. See id. at 142–43.
57. See Stoto, supra note 4, at 49–50.
58. Id. at 51.
59. Id. at 54.
syndromic surveillance for detecting bioterrorist attacks has not yet been demonstrated.\textsuperscript{60} In addition, syndromic surveillance’s success “depends on local health departments’ ability to respond effectively.”\textsuperscript{61}

When a syndromic surveillance system sounds an alarm, health departments typically wait a day or two to see if the number of cases continues to remain high or if a similar signal is found in other data sources. Doing so, of course, reduces both the timeliness and sensitivity of the original system. If the health department decides that an epidemiological investigation is warranted, it may begin by identifying those who are ill and talking to their physicians. If this does not resolve the matter, additional tests must be ordered and clinical specimens gathered for laboratory analysis. Health departments might also choose to initiate active surveillance by contacting physicians to see if they have seen similar cases.\textsuperscript{62}

Arthur Reingold provocatively noted the challenges confronting syndromic surveillance: characterizing the types of bioterrorist events that it is likely to detect, determining whether it can help identify the population at risk in a more timely way during a bioterrorist event, determining the appropriate response to apparent increases in illnesses signaled by syndromic surveillance, and ultimately demonstrating that it can reduce morbidity and/or mortality following a bioterrorist event.\textsuperscript{63} Reingold also questioned whether syndromic surveillance will produce useful information about naturally occurring diseases and the importance of identifying the circumstances under which it is likely to strengthen local and state public health departments.\textsuperscript{64}

Moreover, since the development and implementation of syndromic surveillance systems began in recent years, success in gaining access to personal health data has been mixed. Varying interpretations of the Health Insurance Portability and Accountability Act (HIPAA) Privacy Rule\textsuperscript{65} are at the heart of the problem. Although some argue that the Privacy Rule permits data owners to disclose protected health information to public health authorities,\textsuperscript{66} covered entities\textsuperscript{67}

\begin{itemize}
  \item \textsuperscript{60} See id.
  \item \textsuperscript{61} Id. at 51.
  \item \textsuperscript{62} Id.
  \item \textsuperscript{64} See id.
  \item \textsuperscript{66} See 45 C.F.R. § 164.512(b) (2005) (permitting disclosure of protected health information to public health authorities for certain purposes, such as controlling disease and reporting child abuse or neglect); see also Marie C. Pollio, \textit{The Inadequacy of HIPAA’s Privacy Rule: The Plain Language Notice of Privacy Practices and Patient Understanding}, 60 N.Y.U. Ann. Surv. Am. L. 579, 591 (2004) (asserting that the Privacy Rule requires no authorization for uses and disclosures required by law or made as part of public health activities).
\end{itemize}
cite the rule in refusing to provide data to researchers and health departments.\textsuperscript{68} In addition to HIPAA, a variety of federal, state, and local public health laws enable, restrict, and otherwise influence the ability to share data for public health surveillance purposes.\textsuperscript{69} Concerns about protecting proprietary data also influence data sharing for public health purposes.

While the HIPAA Privacy Rule may allow covered entities to provide data to public health authorities, it does not require them to do so.\textsuperscript{70} As a result, covered entities may feel exposed to liability in lawsuits: because the release is not mandatory, arguably the entity has a choice about releasing the data. Such concerns reflect an apparent misunderstanding of the distinction between HIPAA and disease reporting laws. HIPAA does not provide for disease reporting mandates—such mandates have their basis in state public health laws. Rather, HIPAA privacy rules include exemptions that allow for disease-reporting under state public laws,\textsuperscript{71} and these laws typically mandate reporting not only of specific diseases but also of clusters of disease or unusual health events that may indicate a public health threat.\textsuperscript{72}

The crux of the problem is that syndromic surveillance requires the collection of large amounts of data before there is any indication of a disease outbreak. Indeed, the purpose of gathering the data is to identify when such an outbreak may be occurring. Routine data of this sort are generally not covered by existing public health reporting laws, which focus on specific diseases.\textsuperscript{73} One solution to this ethical and legal dilemma may be found in distinguishing between the need for statistical and individual-level information. In practice, health departments would gather only aggregate data—which is anonymous—for statistical detection of possible events. In addition, an informatics system would allow public health agencies to go back to identified source records if and when evidence of a possible event emerges. At the point when there is evidence of an emerging event of concern, reporting personal information would be justified under existing public health reporting laws. In addition to resolving the legal dilemma, this approach would help to control the costs of false positives in syndromic surveillance, since initial investigations could be performed electronically rather than by sending teams out to the field. While this would require more sophisti-

\textsuperscript{67} Covered entities include health care plans, health care providers, and health care clearinghouses. 45 C.F.R. § 160.102 (2005).


\textsuperscript{69} See Ass’n of St. & Territorial Health Officials, supra note 68, at 3.

\textsuperscript{70} See 45 C.F.R. § 164.512(b) (2005).

\textsuperscript{71} Id.


icated information technology than current public health reporting systems typically possess, it provides a way to balance public health needs and individual rights to privacy and confidentiality.

C. SCREENING FOR DIABETES AND OBESITY: CASE REPORTING APPLIED TO NON-COMMUNICABLE DISEASES

Although the focus of public health surveillance was originally on infectious diseases, population-level chronic disease surveillance has a long history. The analysis of vital statistics by cause of death was pioneered in the nineteenth century by William Farr in England and Lemuel Shattuck in the United States.74 And as indicated above, population-based surveys such as the National Health Interview Survey (NHIS) and the Behavioral Risk Factor Surveillance System (BRFSS) and registries such as the NCI’s SEER system for cancer surveillance are long established. This sort of surveillance system provides statistical data for the entire population as well as groups defined by demography, socio-economic status, geography, and other factors.75

Recent developments in chronic disease surveillance, however, have focused on individuals rather than populations. Rather than identifying trends and differentials between increasingly fine-grained populations, screening efforts seek to identify individuals with undetected chronic diseases such as diabetes.76 The anonymity and confidentiality traditionally used in the collection of statistical data on chronic diseases is no longer possible, raising questions about whether the benefits to the individuals concerned and to public health generally—which depend on the reliability of the screening programs and the interventions that follow—justify the loss of their privacy.

New York City’s health commissioner Thomas Frieden, for instance, wrote that “[l]ocal health departments do a good job of monitoring and controlling conditions,” such as infectious diseases, “that killed people 100 years ago,” but have not kept pace with the epidemiologic transition to the non-communicable diseases which are now responsible for 80% of deaths in the United States.77 One way to address non-communicable diseases, as Frieden notes, is to establish disease registries such as those already in place for tuberculosis and cancer.78 Registries can both improve management of patients and track the effectiveness of community-based interventions.79 New York has also conducted telephone surveys gathering information at the local level about diagnosed diabetes, self-reported obesity and other risk factors, as well as a health and nutrition examination survey to gather actual physical and laboratory

---

74. See Thacker, supra note 7, at 4.
75. See supra notes 29–30 and accompanying text.
76. See STOTO, supra note 6, at 5.
77. Frieden, supra note 5, at 2059.
78. See id.
79. See id.
measurements.80

In December 2005, the New York City Board of Health adopted a diabetes surveillance program that includes mandatory reporting of glycosylated hemoglobin to a registry established by the city’s Department of Health and Mental Hygiene.81 Laboratories are required to report glycosylated hemoglobin levels, a measure of the degree to which an individual’s diabetes is under control, along with the identity of the patient and the physician who ordered the test.82 The resulting information “will be used to map the epidemiology of diabetes and to monitor the epidemic.”83 The registry is also intended to help improve the treatment of individual cases by providing physicians with lists of patients with poor glycemic control, treatment recommendations, and suggestions about advising patients regarding diabetes management.84 In the future, patients may receive a letter directly from the health department if their glycosylated hemoglobin value is above a level to be determined.85 Patients will be allowed to opt out, but their data will remain as part of the registry.86

Although “the endeavor has aroused concern about patients’ privacy and . . . the role of health departments,” Dr. Frieden responds that the surveillance program aims “to respond to an epidemic of a chronic disease with the type of surveillance and other tools that health departments routinely use to prevent and control communicable diseases.”87 Three other potential problems suggested by the HIV surveillance example discussed above have apparently not been addressed. First, the registry will only contain information on those who have been tested, and will contain no information on individuals with undiagnosed diabetes. Second, undoubtedly some of those who are tested will not have a regular source of health care, so the link to the physician who ordered the test will be meaningless. Finally, it seems likely that the registry will contain duplicative reports on the same individuals, perhaps linked to different physicians or using different patient identifiers.

Other programs attempt to identify individuals with an elevated risk of developing such diseases, such as obese and overweight children. For instance, as a result of a state law passed in 2003 (“Act 1220”), public schools in Arkansas measure students’ body mass index (BMI), and on this basis send annual confidential reports to parents of children who are obese or at risk of obesity.88 Act 1220 also mandates improved access to healthier foods in schools.

80. See id.
82. See id. at 546.
83. Id. at 546.
84. See Lawrence O. Gostin, Law as a Tool To Facilitate Healthier Lifestyles and Prevent Obesity, 297 JAMA 87, 88 (2007).
85. See Steinbrook, supra note 81, at 547.
86. See Gostin, supra note 84, at 88; Steinbrook, supra note 81, at 547.
87. Steinbrook, supra note 81, at 545.
88. See ARK. CODE ANN. §§ 20-7-134 to -135 (2007).
and the creation of local committees to promote physical activity and nutrition.\(^9\)

The rationale for such programs is that early detection of disease and interventions to change behavioral risk factors can prevent severe consequences later in life. The ethical question is whether the health benefits of this screening—to the individual and to society—justify the violation of privacy and confidentiality. The magnitude of the health benefits depends on the efficacy of early detection and intervention. Although well established in theory, empirical evidence about the efficacy of programs that track individuals with diabetes, obesity, and other risk factors is lacking in practice. For instance, an evaluation three years after the Arkansas program began found that the major policy changes at the district and school levels regarding food availability and physical activity, as well as the BMI measurement and reporting process, have been accepted by schools, parents, and children.\(^9\) There is little evidence so far, however, about changes in diet and activity patterns at home, or obesity levels.\(^9\)

**CONCLUSION**

A basic principle of public health is to employ the least restrictive option that achieves population health goals. From this perspective, surveillance programs must strike a balance between the potential population benefits of the statistical and epidemiological data and knowledge, on the one hand, and protecting individuals’ privacy and confidentiality rights on the other. The examples discussed here suggest four considerations that can help find an appropriate balance.

First, policy makers must evaluate whether the proposed public health intervention is likely to achieve its public health goals. If not, the challenges to privacy and confidentiality need not be addressed. As illustrated in the examples above, public health interventions are sometimes not as effective as promised.

Second, policy makers should clearly determine the public health need for individual rather than aggregate statistical data, and opt for the latter if it serves public health needs. The HIV case reporting examples indicate, for instance, that individual-level data may not be needed for public health purposes. HIV case reports do not, as the analysis shows, actually provide more accurate data on HIV incidence and prevalence than existing alternatives.\(^9\)

Third, policy makers should consider intermediate solutions. Individual-level syndromic surveillance data are not needed until aggregate data suggest a disease outbreak may be underway. Developing the information technology to
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gather aggregate data and then link back to the records that generated an alert when necessary would be preferable. With respect to diabetes and its risk factors, it may be more effective to identify the population groups that are highly affected and target risk reduction and treatment strategies at them, rather than at individuals. Identifying schools with a high proportion of overweight children and enhancing their physical education programs and altering their food availability may be more effective and less stigmatizing in the long run than notifying the parents of children who are overweight.

Fourth, policy makers should clarify the circumstances under which population goals may override protection of individuals’ privacy and confidentiality rights. Although no single factor is ever definitive, the following should be considered:

The extent to which the disease in question is transmissible from person to person. This consideration would argue in favor of surveillance for HIV infection and syndromic surveillance for bioterrorism or pandemic influenza, but not for obesity or diabetes screening.

Availability of reliable screening methods. One of the problems with identifying overweight children is that, while obesity is certainly a risk factor for diabetes later in life, it is not clear that childhood obesity is a good predictor of adult diabetes risk.

The extent to which identification and reporting of cases benefits those with the condition. A minimum requirement here is the availability of an effective treatment. The development of new and effective HIV medications in the 1990s, for instance, altered the balance of benefits and risks associated with HIV testing. It is less clear that reporting individuals with HIV infection to the local health department actually leads to better access to needed care.93 With respect to diabetes and obesity, losing weight does reduce the risk of diabetes, but does identifying obese children lead them to lose weight and maintain the loss long enough to significantly reduce the risk of diabetes?

The extent to which identification and reporting of cases is effective in controlling the outbreak in the population. Epidemiological dynamics—whether cases are infectious before or after they become symptomatic, the length of a pathogen’s latency period and similar factors—are important. Case surveillance was able to help control the SARS outbreak in Toronto and Asia in 2003 because those infected developed symptoms before they were contagious.94 The opposite is true of influenza—people may infect others a day or two before they develop symptoms themselves—making case surveillance less effective.95 Obesity is clearly not contagious in the usual sense, but a population dynamic is possible: if fitness becomes the norm, individuals may lose weight because
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obesity is socially unacceptable.

Vulnerability of the affected population. Stigmatization and discrimination against those identified through a screening program can be worse when those identified are part of a vulnerable population, and this should be considered when considering a surveillance program that identifies individuals. For example, one could ask whether, if statistics reveal that a disproportionate number of obese children are African American or Hispanic, these groups are harmed.

Ultimately, surveillance is a double-edged sword. The information from surveillance programs is critically needed to inform and guide public health policy and manage public health programs. However, all surveillance data derive from individuals’ personal health information, meaning that their privacy and confidentiality are at risk. Therefore, before a surveillance program is initiated, a careful, case-by-case analysis balancing the benefits of the information for public health purposes and the rights of the individuals who are the subjects of the data is needed.